






























































































































































































































































































































































































 

 SEAFORD POLICE DEPARTMENT 
STANDARD OPERATING PROCEDURE 
SOCIAL NETWORKING POLICY 15-01 

 
 
 
I. PURPOSE 
 

To establish procedures and guidelines for the acceptable use of social media.  Employees should 
be aware that this policy is not intended to be comprehensive in scope.  Instead employees are 
expected to apply the standards set forth in this policy and the more general standards of good 
judgment and professionalism to all conduct including their conduct online.   

 
II. POLICY 
 

Employees who choose to identify themselves on any social media as employed by the City of 
Seaford Police Department, whether explicitly, implicitly or visually shall consider themselves to 
be publicly representing the Department and are bound by the Department’s policies and 
procedures as well as the conditions set forth in this policy.  

 
III. DEFINITIONS 

 
A. Social Networking/Media – The utilization of web-based internet applications (websites) that 

allow an individual to create a public or semi-public identity using their name or alias.  This 
includes the use of any website, cellular, wireless device or other media that allows the user, 
their associates or others to post electronic messages or images to a public, semi-public or 
restricted forum or audience, including but not limited to Facebook, Myspace, Twitter, 
YouTube, Flickr, Snapchat, Instagram and web blogs.  
 

B. Blog – A self-published diary or commentary on a particular topic that may allow visitors to 
post responses, reactions or comments.   

 
IV.  USE 
 

A. Full and Part-Time Employees to include dispatchers, administrative secretary and records 
clerk shall not post, access or monitor Social Networking sites by any method when on duty 
unless such posting and/or monitoring is for a law enforcement purpose, which is cleared by 
the Chief of Police or Deputy Chief.  For the purpose of this policy “On Duty” is considered 
any time a employee is being compensated (except vacation, sick leave or leave of absence) 
by the City of Seaford in exchange for services as a member of the Department.   

 
B. Employees should be aware that information posted on social networking sites is not secure 

or private.  Firewalls and privacy claims by service providers cannot be relied ontrusted to 
safeguard information once it is posted on the internet.  Information posted on the internet is 
considered to be accessible indefinitely.  Posting of photographs or personal information may 
result in unintended consequences, such as manipulation by defense counsel to undermine an 
employee’s credibility or integrity.  Information being viewed may be altered, printed and 
redistributed by other internet users including criminal organizations; jeopardizing the 
confidentiality and safety of themselves, family members, friends and other City of Seaford 
Employees.   



 

C. Employees are free to express themselves as private citizens on social media sites to the 
degree that their actions do not violate confidentiality agreements, reflect negatively on the 
City of Seaford or the Department, impair discipline or negatively affect the public 
perception of the Department.   

 
D. For safety and security reasons, Department employees are cautioned not to disclose their 

employment with this department nor shall they post information pertaining to any other 
member of the Department without their permission.  

 
E. Employees shall not publish or direct others to publish; content that would adversely affect 

the public’s respect and/or confidence in the City of Seaford, Seaford Police Department or 
City of Seaford Elected, or Appointed Officials, bringing discredit upon an employee or the 
Department. 

 
F. When using social media, employees should be mindful that their speech and actions become 

part of the worldwide electronic domain.  Therefore, adherence to the Departments code of 
conduct is required in the personal use of social media.   

 
G. Employees shall not publish any information that would bring embarrassment, disgrace or 

doubt as to their credibility as an impartial officer of the law or civilian employee.  
 
H. Employees are prohibited from posting photographs, Departmental insignia or other 

depictions of the Department or any of its property such as the uniform, patch, badge, 
building or vehicle to any personal social networking/media site or blog without the prior 
authorization of the Chief of Police or Deputy Chief.  

 
I. Employees shall not publish any information they have learned as a result of their duties as an 

employee of the Department which would not otherwise be made public through traditional 
media outlets.   

 
1. This includes but not limited to traffic stops, crash investigations, criminal investigations, 

radar locations, critical incident information, arrest information, and special operations by 
way of photographs, video, audio, comments, discussion or other media technology.   

  
J. Any employee having knowledge of another employee’s posting, website, social media or 

web page in violation of this policy shall notify their supervisor immediately. 
 
K. The use of Departmental computers by employees to access social media is strictly prohibited 

without prior authorization by the Chief of Police or Deputy Chief. 
 
L. No employee shall post information which is derogatory to any group, or individual based on 

race, sex, sexual orientation, religion, political view. 
 
M. Departmental employees are prohibited from posting obscene or sexually explicit language, 

images or acts, statements or other forms of speech that ridicule, malign, disparage or 
otherwise express bias against any race, sex, sexual orientation, religion, political view or 
individual. 

 
N. No employee shall post on any Social Networking Site maintained by, frequented by or 

intended for the use of: 
 



 

1. Any organization which in any way calls for threats and/or violence against an individual 
or group due to their sex, sexual orientation, race, religion, age or political view. 
 

2. Any organization which in anyway suggests hate speech, racial slurs, ethnic slurs, or slurs 
against any person or group of persons due to their sex, sexual orientation, race, religion, 
age or political view.   

 
O. As public employees department personnel are cautioned that speech on or off duty, made 

pursuant to their official duties – that is, that owes its existence to the employee’s 
professional duties and responsibilities – is not protected speech under the First Amendment 
and may form a basis for discipline if deemed detrimental to the department.  Department 
personnel should assume that their speech and related activity on social media sites will 
reflect upon their employment and this Department.  
 

P. If at any time you are uncertain about the application of this policy or if a question relating to 
the appropriate use of social media arises you should seek the guidance of the appropriate 
individual before posting or otherwise engaging online.   
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